


Hover on the link before clicking, if you don’t 

recognise the link address don’t follow it!

Received a 

suspicious email? 

Hover on 

your links



What name 
have you 
used for 
you? 

Does the URL 
look genuine?

What email 
have you 
received this 
on?

Do you have 
account 
with them?

Firstly, don’t panic... 

Scam emails are 
designed to  prompt 
immediate response 
by claiming your 
account will be 
closed or sending 
false invoices…. 



Senders email 
address?

What email have 
you received this 
on?

Does the URL 
look genuine?



Information 
Services will 
never send 
you link asking 
for you log in 
details





Be wary of more 
sophisticated 
malicious URLs

If in doubt don’t 
follow the link, go 
straight to the 
official website or 
google for official 
website


